A hardware-facilitated secure software execution environment provides protection of both program instructions and data against unauthorized access and/or execution to maintain confidentiality and integrity of the software or the data during distribution, in external memories, and during execution. The secure computing environment is achieved by using a hardware-based security method and apparatus to provide protection against software privacy and tampering. A Harvard architecture CPU core is instantiated on the same silicon chip along with encryption management unit (EMU) circuitry and secure key management unit (SKU) circuitry. Credential information acquired from one or more sources is combined by the SKU circuitry to generate one or more security keys provided to the EMU for use in decrypting encrypted program instructions and/or data obtained from a non-secure, off-chip source such as an external RAM, an information storage device or other network source. In a non-limiting illustrative example implementation, the EMU decrypts a single memory page of encrypted instructions or data per a corresponding encryption key provided by the SKU. Although instantiated on the same chip, the CPU core does not have direct access to the SKU circuitry or to encryption key information generated by the SKU.
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HARDWARE-FACILITATED SECURE SOFTWARE EXECUTION ENVIRONMENT

BACKGROUND AND SUMMARY

Since the beginning of digital computing, software security has been important to software vendors and users. Computers are commonly used to perform operations on sensitive data where the data itself and the computational instructions must be safeguarded. Early computing devices operating on sensitive information were physically isolated, to protect the data. However, as computing devices became more pervasive and interconnected, the need for secure computing in non-secure locations by non-trusted users became necessary.

Effective software protection must address at least two threats to software applications: software integrity and anti-tamper protection. More particularly, the exemplary illustrative non-limiting technology disclosed herein relates to a hardware-based security apparatus and method for providing a secure software execution environment and for protecting software applications and data from unauthorized access and execution.

The technological field relates to software privacy and anti-tamper protection. More particularly, the exemplary illustrative non-limiting technology disclosed herein relates to a hardware-based security apparatus and method for providing a secure software execution environment and for protecting software applications and data from unauthorized access and execution.

The heart of the architecture of the SSEE is based upon two primary functional units: an encryption management unit (EMU) and a secure key management unit (SKU). In the disclosed non-limiting illustrative example implementation example, the inherited trust model used by many conventional computing environment security systems is an unsatisfactory security solution. Indeed, if a trusted module is compromised, the rest of the system trusting that module can no longer guarantee protection. Such problems are further compounded by the lack of confidentiality. Other conventional computing environment security arrangements that rely on trusted software components typically require fundamental changes to the way the application software operates and/or how the processor and operating system interact with the software. Such security arrangements may provide software protection, but due to the fundamental changes and incompatibilities with contemporary software models they are not easily incorporated into many computer systems.

FIG. 1 diagrammatically illustrates the problem of software vulnerabilities and threats that typically exist in a conventional unprotected computing environment. Several different types of attacks may be staged against an unprotected computing environment that can compromise the confidentiality and/or integrity of a user's software applications and/or data. For example, an attack on a user's proprietary software and/or data 10 might be perpetrated by a malicious software process 20 that is stored in an external unprotected memory. Alternatively, an attack might be also staged during the distribution of proprietary software/data or through execution of a physical access/invasion of an external memory bus or via the electrical connections on the processor itself.

Early secure coprocessor efforts, such as the IBM 4758, attempted to circumvent at least some of the technical challenges of secure computing by providing a protected compartment for sensitive data and calculations. Other types of security features used for software protection include stack protection, memory management unit modifications, memory integrity verification, and memory segmentation.

Some parties have proposed even more subtle protection mechanisms such as flow control obfuscation, execution flow tracking, executable augmentation, and program shepherding. Most, if not all, of these approaches provide only limited protection against unauthorized execution and, moreover, fail to provide adequate privacy and protection against unauthorized access to the software or data. Moreover, a significant drawback with existing hardware-focused architectures is that they typically require substantial alteration of the host processor operating system or memory subsystem.

In addressing the many drawbacks and failings of the prior art approaches, the inventors developed a hardware-facilitated secure software execution environment (SSEE) method and apparatus which does not require substantially altering the user's host computing environment and which solves the problem of protecting the integrity and confidentiality of executable software and raw data during storage, distribution and/or execution. Effectively, the native CPU/processor hardware and memory systems protected by the SSEE may be treated as inalterable black boxes—requiring little or no change to the programs running on it. The hardware-based SSEE implementation disclosed herein provides privacy and anti-tamper protection for both proprietary software and raw data, and may be readily implemented within most networked and embedded computing systems. The illustrative example SSEE disclosed herein may also be implemented as an architectural augmentation for conventional microprocessors and conventional multiprocessing operating systems such as Linux.

The heart of the architecture of the SSEE is based upon two primary functional units: an encryption management unit (EMU) and a secure key management unit (SKU). In the disclosed non-limiting illustrative example implementation
of the SSEE, the EMU is a hardware-based logic core that provides a ‘just-in-time-for-execution’ memory-page level decryption of encrypted executable instructions (or encrypted raw data) which may be obtained from a non-secure source (such as an unprotected memory device). A secure external key source communicates over a secure channel with the SKU. The SKU functions to supply and/or to build decryption keys for the EMU according to a predetermined key management scheme by using credentials stored on the secure external key source. The SKU combines the credentials in one of a variety of ways to create the keys for the EMU. This simplistic architectural arrangement of specific functional components within the SSEE provides a security framework that explicitly trusts only hardware while augmenting, rather than replacing, any existing process isolation mechanisms (such as memory management) that are controlled by the operating system.

In the non-limiting illustrative example implementation disclosed herein, a Harvard architecture CPU core is instantiated on the same silicon chip along with the encryption management unit (EMU) circuitry and the secure key management unit (SKU) circuitry. Specific credential information is acquired from one or more sources and combined by the SKU circuitry to select or generate one or more security (cryptographic) keys that are provided to the EMU for use in decrypting encrypted program instructions and/or data obtained from a non-secure off-chip memory device.

At least one beneficial aspect of the above architectural arrangement is that it readily enables use of various strong multi-key encryption schemes. For example, one possible multi-key management scheme might rely on multiple cryptographic keys and/or credential identifiers for accessing/creating a key which are provided to users by a software application developer or other distribution controlling authority. Each user then keeps their own personal cryptographic key or key credential identifiers stored on a separate individually assigned secure source device, such as a smart card, a flash dongle or a secure token. Alternatively, specific decryption keys and/or key credential identifiers may be provided by the software application itself or even from a specific instantiation of the processing system hardware or any combination of the above.

As also mentioned above, one aspect of the exemplary non-limiting illustrative implementation of the hardware-facilitated secure software execution environment and method described herein is the use of page-level encryption. Many, if not most, contemporary computing platforms/environments operate using at least some form of virtual paged memory. As is well known in the art, a virtual paged memory arrangement allows a program (or selected data) to be represented virtually within the physical system main memory space. A translation look-aside buffer (TLB) is conventionally used to provide the virtual-to-physical address mappings. Pages of the program (or data) may be easily mapped in and out of memory as necessary, with different pages from different programs populating the same physical memory space at different times. This arrangement, among other things, enables multiple programs to exist in main memory at the same time and also allows programs that are larger than the existing system memory to have a subset of pages loaded for execution. In the disclosed SSEE page-level encryption arrangement, each page in a computing system’s non-secure physical main memory is associated with a specific key and possibly some additional auxiliary data. The EMU decrypts a single memory page of encrypted instructions (or data) per single corresponding encryption key provided by the SKU. In this manner, different encryption keys may be used for different memory pages of the same program, strengthening encryption and preventing replay attacks between pages.

Another aspect of the SSEE is that, although instantiated on the same chip, the CPU core does not have direct physical access to the SKU circuitry or to any of the actual encryption key values that are generated by the SKU or used by the EMU. Yet another aspect of the SSEE is that different secure applications can share memory pages using the same key, while using different keys for non-shared memory. This arrangement permits the use of shared, secure libraries, even though each library may maintain its own unique security credentials. A further aspect is that page level encryption may be easily implemented by supplementing operations already existing in the CPU’s operating system and memory management unit (MMU) hardware. For example, the operating system may provide on-demand paging where a memory page is mapped in the translation look-aside buffer (TLB) when a virtual page is not already mapped-in. In this example, the operations that load the TLB on-demand are simply extended to also load the page-key mappings in the secure software execution environment architecture at the same time so that no additional event handlers or interrupts are required.

Unlike other security approaches, the disclosed hardware-facilitated secure software execution environment (SSEE) and method provides confidentiality and integrity both program instructions and data without the need for placing trust in any particular software module or significantly altering the execution of the software or the particular operating system that is used.

BRIEF DESCRIPTION OF THE DRAWINGS

These and other features and advantages provided by exemplary non-limiting illustrative implementations will be better and more completely understood by referring to the following detailed description in connection with the drawings, of which:

FIG. 1 is a diagram illustrating some common security vulnerabilities and potential threats that software may be exposed to in a contemporary computing environment;

FIG. 2 is a high level schematic drawing illustrating the architectural arrangement of basic functional components for a non-limiting exemplary implementation of a hardware-based secure software execution environment (SSEE);

FIG. 3 is a more detailed schematic drawing illustrating primary signal pathways of the SSEE of FIG. 2;

FIG. 4 is a high level schematic drawing of an Encryption Management Unit (EMU) within the exemplary non-limiting illustrative implementations of a hardware-based secure software execution environment chip;

FIG. 5 is a detailed schematic diagram of an exemplary circuit for implementing a hardware-based secure software execution environment chip;

FIG. 6 is an illustrative example block diagram of a secured executable having encrypted blocks of program instructions and data as stored in an external memory device connected to the secure software execution environment chip;

FIG. 7 is an exemplary schematic diagram of an alternate example implementation of the SKU using a secure key network;

FIG. 8 is an exemplary schematic diagram of an alternate example implementation of the SKU using a secure internal key store; and

FIG. 9 is an exemplary schematic diagram of an alternate example implementation of the SKU using internal key generation.

DETAILED DESCRIPTION

Exemplary non-limiting illustrative implementations of a hardware-based security method and apparatus for providing
a secure software execution environment that protects software applications and data from unauthorized access and execution are now described. The exemplary method and apparatus disclosed herein may be used, among other things, for maintaining confidentiality and integrity of software during distribution, in external memories, and during execution, as well as for preventing reverse engineering, unauthorized execution and unauthorized distribution of software and data.

Referring to FIG. 2, a high level function block diagram is shown which provides an overview of the basic architectural arrangement for a non-limiting exemplary implementation of the hardware-based secure software execution environment. Three fundamental functional units of the disclosed SSEE architecture are depicted and described with reference to FIG. 2: 1) a CPU/Execution Unit; 2) an Encryption Management Unit (EMU); and 3) a Secure Key Management Unit (SKU).

In the example implementation disclosed herein, the EMU 2001 is situated on a semiconductor chip with a local CPU 200, which comprises the software execution computing environment, and a connection to an external (off-chip), non-secured program and data storage memory 203. One skilled in the art can appreciate that the disclosed examples illustrated in the accompanying FIGURES are not intended to be limited solely to implementations having the EMU and CPU on the same silicon chip as the SKU. For example, implementations wherein the SKU and the EMU are not instantiated on the same silicon chip are also contemplated. Although the overall security of the SSEE may be somewhat lessened in such an implementation, it would not necessarily be eliminated or easily compromised and, therefore, would still serve to provide a useful secure alternative.

When the CPU executes a software application or a set of instructions, the EMU intercepts and selectively applies decryption to encrypted programs and data obtained from the external memory device 203 and selectively writes back encrypted data to the external memory device. Architecturally, the EMU may be viewed as a security-enabled cache controller which interfaces with a CPU’s instruction and data caches or pathways to memory. In the non-limiting example implementation disclosed herein, the EMU is configured to support the complexity of contemporary multiprocessing operating systems by providing encryption at a memory-page level of granularity—i.e., each encrypted memory page may have a corresponding unique associated cryptographic key that is used by the EMU to decrypt the instructions and/or data stored on that particular page of memory. Although the use of memory-page level granularity is provided herein as an example arrangement for encrypting information stored in memory, the SSEE and EMU processes are not intended to be limited to this particular implementation or this level of encryption granularity and may be configured to operate at different or other useful levels of encryption granularity. Moreover, some pages containing executable code, such as that used for shared system libraries, or the operating system kernel may be left unencrypted in clear text form and will be passed unaffected through the EMU. Similarly, data can be written in clear text through the EMU to the External Memory as required by the currently-executing program.

CPU/Encryption Unit 200 is a Harvard type architecture processor having separate data and instruction paths to external memory. In the example shown in FIG. 2, an external memory device 203 is used to store both non-encrypted information as well as encrypted programs/applications (i.e., executable instructions) and data. In FIG. 2, encrypted blocks/pages of data and instructions residing within external memory 203 are indicated by hatch-marked areas. The operating system used with CPU/Execution Unit 200 may also be set up (or modified) to recognize predetermined security tags and/or header sections associated with particular blocks/pages of the encrypted program/application data and/or instructions stored in main external memory 203. These “secure executables” use the same basic data formats and standards as conventional executable code/data and also include additional header information used for informing the EMU which instruction pages are encrypted, providing identifiers (IDs) of cryptographic keys for associated encrypted programs, and/or for providing additional security credential information associated with particular pages of memory. The IDs are not the cryptographic keys themselves; they are merely identifiers that reference which key or key set is necessary to decrypt the given page of memory according to a pre-existing key management scheme.

A secure executable loader program running on CPU 200 is configured to provide page-to-key identifier mappings based on the IDs provided by the secure executable at the same time that the operating system handles virtual-to-physical address mappings in the translation look-aside buffer (TLB). Performing these mapping operations together ensures that memory fetches will always reference the most current page of encrypted information from memory. In addition, although the operating system is configured to associate each page of memory with a different key identifier, it never has direct access to any actual key value; instead, the operating system is permitted access only to an index of key identifiers that serve as pointers to a separate table memory containing the keys. One of ordinary skill in the art would appreciate that one may readily implement simple extensions to the page handling routines of the conventional memory handling mechanisms of the operating system to establish this relationship between groups (pages) of encrypted instructions/data in memory 203 and the key pointers stored in the index. Moreover, third party software application developers may designate secure shared memory and secure dynamic libraries by using the same key for those applications and libraries that need to share data but maintaining individual private keys for those applications that do not.

As illustrated by the arrowed lines in FIG. 2, the EMU has several functional interfaces with other components. One interface is with the external non-secure memory, from which it fetches instructions and/or data whenever a corresponding request for instructions and/or data is made by the CPU. This interface between the EMU and External Memory is represented in FIG. 2 by two arrows. One arrow represents the clear-text instruction and data requests; the other, the encrypted instruction and data requests. While encrypted instructions must necessarily first be decrypted prior to being provided to the CPU’s respective instruction or data datapath, un-encrypted instructions and data are passed through the EMU to the CPU unaltered. Another interface is with the CPU’s instruction datapath, from which instruction fetch requests are received and to which decrypted instructions are delivered. Similarly, another interface is with the CPU’s data datapath, from which data fetch and write requests are received, to which decrypted/clear-text data is delivered, and from which clear-text data is received for writing to external memory. A configuration control interface between the CPU and the EMU is used to pass information about currently executing programs. For example, if a currently executing program is a secured executable or encrypted program, its credential identifiers are passed via this interface to the EMU. The EMU then passes these credential identifiers via a separate interface to the SKU. The SKU then responds on a separate interface with the keys necessary to decrypt the currently-
executing program. The EMU then caches these keys for future use in an internal Key Table (FIG. 5).

The EMU decrypts encrypted program and data obtained from an external non-secure, off-chip, program and data storage memory 203. In the process of performing decryption operations, the EMU maps a physical page of memory 203 to a specific “key slot” in an internal Key Table where a decryption key is stored. This operation is effectively an extension of the conventional memory management unit (MMU) operation of virtual-to-physical page address translation and is accomplished by adding physical memory page-to-key slot mappings. These physical page-to-key slot mappings are made possible through the use of one or more lookup tables internal to the EMU. In addition, ancillary information/data may also be supplied directly from CPU 200 to be used along with key information obtained from SKU 202. As instructions are required by CPU 200, the encryption status (which indicates whether the particular memory page is encrypted) and the particular key slot containing the decryption key corresponding to its page in external memory are searched (i.e., locked-up) in the internal Key Table of the SKU (FIG. 5). The EMU then uses the key found in the key slot to selectively decrypt an instruction stream or raw data stored within that memory page. Raw data (as opposed to executable instructions) that is received from memory 203 is handled independently in a similar fashion by the EMU. The key management scheme enforced by the EMU’s tables also associates instruction keys with data keys. These associations determine which instructions are able to operate on which data in the various pages of memory, as enforced by the fact that instructions without the correct associated data keys will not be able to properly decrypt pages of memory for which the EMU does not grant them the decryption key.

The EMU may support numerous cryptographic algorithms and ciphers, as well as various modes for those ciphers. For example, different cryptographic modes, such as electronic codebook mode, cipher-block chaining mode, cipher-feedback mode, Galois counter mode, and standard counter modes Encryption/Decryption may be used based on the particular computing environment architectural constraints. Keys stored in the EMU reflect the cryptographic key for a particular page, while ancillary data provided by the CPU contains supporting information for certain cryptographic modes such as, for example, page-specific initial counters values used for Counter Mode encryption and initialization vectors for various other encryption modes. Information supplied to the EMU indicates whether a particular page is encrypted in addition to the encryption key and ancillary data if it is encrypted. The EMU also protects other sensitive operations of the execution environment architecture from the CPU by not allowing the CPU to have physical access to any key. The CPU can only communicate page-to-key-identifier associations to the EMU.

The Secure Key Management Unit (SKU) 202 generates keys used within the secure software execution environment architecture. For example, a user may maintain a physical secure token device (e.g., a flash memory device, smart card, secure token, or an iButton device) containing partial security credentials, which may be specific to a single user or a group of users. Additional executable partial security credentials may be supplied to the SKU by the operating system or from an internal storage memory or key generation unit on the SSEE chip at run time. The CPU may also supply a processor-specific partial credential. The SKU then uses the application, user SSEE chip, and CPU supplied credentials to generate a key. The key is then inserted into a specific key slot (storage location) within a key table in the EMU. All partial credentials used in key generation must be valid for a correct key to be created.

FIG. 3 shows a different high level block diagram of the CPU, EMU, and SKU functional units of the example SSEE chip 200 of FIG. 2 that further illustrates the CPU architecture with separate instruction and data pathways between the EMU and the separate instruction and data pathways of the CPU memory manager. Commonly, these separate instruction and data pathways in the CPU are realized separate instruction and data caches. The dotted line area 301 in FIG. 3 indicates functional components that are protected from software attacks and may be readily made secure from physical attacks as well. Arrows in FIG. 3 indicate the general flow of instructions and data. Preferably, EMU 302, SKU 303, and associated support logic are instantiated on the same single semiconductor chip along with the CPU 304, a local on-chip bus (PLB), and distinct CPU instruction and data pathways. Placing these three main functional units on the same semiconductor chip, among other things, serves to preclude physical access to memory via interconnections between the various functional units within the SSEE. Commonly, these separate instruction and data pathways in the CPU are realized separate instruction and data caches.

Credentia information is acquired from one or more sources, such as, for example, from the external key source 305 or from the executable software or from the CPU core itself, and is used by SKU 303 to identify and/or create security keys 306 that are provided to EMU 302 for storage within an internal Key Table (FIG. 5) and/or to select one or more previously acquired security keys maintained within the Key Table. Selected cryptographic keys are then used by the EMU in decrypting encrypted program instructions and/or data obtained from non-secure external, off-chip source 307.

Although in the disclosed example implementation of FIG. 3 off-chip source 307 is an external page-addressable memory device, the use of other forms of page-addressable program and data storage sources is also possible. Although SKU 303 preferably resides on the same physical die as CPU 304, it is architecturally isolated from any direct access by CPU 304. To accomplish this, a small scratch pad memory 308 is provided that allows CPU 304 to provide information to the SKU without preventing the CPU from having any read access to or direct influence on SKU functions. Although not shown in FIG. 3, external secure key source 305 may likewise be configured to communicate with SKU 303 using a similar scratch pad memory interface arrangement to provide a secure key source interface which will not directly expose the SKU to external influences.

A beneficial aspect of the disclosed SSEE architectural arrangement is that it readily enables use of various strong single or multi-key encryption schemes. For example, one possible multi-key management scheme might rely on multiple decryption keys or key credential identifiers which are provided to users by a software application developer or other distribution controlling authority. In this example, each user has their own personal cryptographic key ID credentials stored on separate individually assigned secure source devices, such as a smart card, a flash dongle, or a secure token. The SKU effectively acts as a secure hardware channel between an external key source and the EMU. When a secure program is executing in the EMU, the EMU passes certain credential identifiers obtained from the memory page to the SKU. The SKU uses this information to build or identify a decryption key based on the user’s credentials supplied via the external key source. If the user has supplied the proper credentials necessary to build or identify a proper key, the key
is then passed to the EMU, which then decrypts the program's instructions or data in a "just-in-time" fashion before passing them on to the CPU's instruction or data pathway for execution or use by the CPU. If the user does not provide the correct credentials, then the instructions or data will not be decrypted properly and the program or data will not be executed correctly within the CPU resulting in an execution failure. Preferably, the entire key fetch and key generation processing hardware of the SKU and the EMU are both instantiated and encapsulated securely on the same silicon chip as the CPU (for example inside an FPGA or ASIC). In addition, no part of the key fetch, key generation, or instruction decryption process should be directly accessible to the CPU and its software operating system.

FIG. 4 shows a high level schematic block diagram of the basic functional units that comprise the Encryption Management Unit (EMU). Between the CPU bus and the memory bus, an Instruction-Side Bridge unit 401 provides bus interfacing functions and includes the decryption core for processing instructions obtained from the non-secure external program and data source 307 (FIG. 3). The Data-Side Bridge Unit 405 includes a CPU interface, decryption core and a memory bus interface. Program instructions are obtained from an external source via a memory bus interface, and then processed by the decryption core. Decrypted instructions are provided via the CPU interface to the CPU's instruction pathway for execution. Similar to the Instruction-Side Bridge Unit 401, the Data-Side Bridge Unit 405 provides bus processing functions and includes the encryption/decryption core for processing data obtained from the non-secure external program and data source 307 (FIG. 3). The Data-Side Bridge Unit 405 includes a CPU interface, an encryption/decryption core, and a memory bus interface. Program data is obtained from an external source via a memory bus interface, and then processed by the decryption portion of the encryption/decryption core. Decrypted data is provided via the CPU interface to the CPU's Data Pathway for use by the CPU. If the memory page is determined to be encrypted, the encrypted information received from the Memory Bus via the Bus Interface is provided for to the decryption portion of the Encryption/Decryption core which initiates decryption and provides the result to an output buffer when complete. The decryption in AES Electronic Codebook Mode takes place by providing the encrypted data to the data input of the AES cipher, the correct key from the key table to the key input of the AES cipher, and running the AES cipher. The resultant decrypted data is captured directly from the output of the AES cipher. The decrypted data is then provided to the data pathway of the CPU. If the CPU's Instruction Pathway requests instructions, those instructions would be decrypted by the Instruction-Side Bridge Unit's Encryption Core in an similar operation as the above example. Although an explicit example of Codebook Mode encryption is not provided herein for reasons of brevity, one skilled in the art would readily know and appreciate how such encryption may also be provided in the disclosed SSEE implementation.

Example Counter Mode Decryption Implementation:
Counter Mode encryption and decryption operates by taking a non repeating value, encrypting it using a key, and then "XORing" the result against a specific block of data. This is achieved through the use of base and offset values.

A counter is used that is a combination of a base page counter, stored as ancillary data in the Table Unit 402, and the offset address into the page of the requested transaction from the external memory. The base page counter ensures no values are repeated between pages, and the offset address component ensures there are no repeated portions within the same page.

As with block mode, once it is determined that the page of input information is encrypted, the base page counter is added to the offset address for the requested instruction/data to create a unique counter value. This counter value is encrypted using a key retrieved from the key tables in the same manner of key retrieval as in any other encryption mode. The block of encrypted information that results from encrypting this counter value with the retrieved key is referred to as a pad. As information is received from the off-chip memory, it is
decrypted by XORing it with this pad. Once the pad has been used once, a new pad must be created. This happens by adding the next offset address with the base page counter, creating a new counter value which is encrypted by the key to create the new pad. Once decryption is complete, the information is passed to either the CPU Instruction Pathway or the CPU Data Pathway based on which one made the instruction request. In a preferred instance of the EMU, Counter Mode is only used as a means of decrypting read-only instructions or data and is not used to encrypt anything that will be written back to memory.

Referring again to FIG. 4, interfaces to the EMU Table Unit 402 of the EMU are now described. Two separate interfaces are used to control loading and access to tables within Table Unit 402: a Key Table Control Unit 405 which interfaces with the SKU bus through the Control Interface Unit 403 and is used to load the keys into specific key slots within the Key Table Control Unit and a Page Table Control Unit which interfaces with the CPU through the Control Interface Unit 404 and loads pointers to page key slots corresponding to memory page and any memory page ancillary data mappings. Although the CPU and the SKU may both access an interrelated set of tables within the EMU Table Unit, the CPU may not read or write the cryptographic keys directly in Key Table within Table Unit 402.

Page Table Control Unit

Page Table Control Unit within Table Unit 402 uses a control register set and associated logic for enabling the CPU to interface with Table Unit 402. The Page Table Control Unit also includes a memory for storing the page address to search in the tables of the Table Unit, a page index memory for storing page mappings, a memory for storing the particular Key slot in the key Table to which the page address is mapped, and a memory for storing 128-bits of ancillary information associated with the particular page being processed. When a page index value is written to the page index memory, Page Table Control Unit, in turn, writes the indexed contents of the page address, key slot, and ancillary data memories into the appropriate tables of Table Unit 402 at the location specified by the page index memory.

Key Table Control Unit

In a manner similar to Page Table Control Unit, Key Table Control Unit enables the SKU to load keys into specific slots within the key table. When a value is written to a key index memory, the Key Table Control Unit initiates a transfer of the contents of all key registers to the key slot in the key table of the Table Unit 402 specified by the key slot register.

Control Interface Units

Control Interface Units 403 and 404 each include similar conventional circuitry for providing generic signal interfacing functions that allow Key Table Control Unit and Page Table Control Unit to communicate with the SKU and memory buses.

Referring now to the schematic logic diagram of FIG. 5, a more detailed implementation of the functional blocks of FIG. 3 through FIG. 4 is described. In this non-limiting illustrative example, the SSEE circuitry shown in FIG. 5 is implemented using a Virtex-II Pro field programmable gate array (FPGA) 600 which includes a PowerPC processor 601 instantiated on the chip. The “local processor bus” is implemented using the IBM Processor Local Bus (PLB) and its associated protocol. The PowerPC 405 processor used for CPU 601 is instantiated as a “hard” core processor within FPGA 600. A “hard” core being a device instantiated as non-configurable physical components on the FPGA chip as opposed to a “soft” component which is developed using the FPGA’s configurable logic. While an FPGA is one example of a silicon device suitable for instantiation of the functional units for implementing the secure software execution environment, the use of an FPGA or a PowerPC processor is not strictly required and the same architectural concepts could be implemented, for example, using an ASIC or other suitable hardware.

CPU 601 also includes conventional logic or circuitry for performing conventional processing functions such as debugging circuitry, instruction fetch & execute (I' & EXE) logic, a memory management unit (MMU) having a translation look aside buffer (TLB), as well as separate instruction and data caches (iCache and dCache). While the SSEE is implemented in the presently disclosed example on an FPGA including a PowerPC processor, it is to be understood that the SSEE is not necessarily limited to instantiation on an FPGA or to the use of a PowerPC processor. The SSEE may be readily implemented using, for example, an ASIC and theSKU and EMU functional components may be configured to operate using other processors or processor families.

Although the secure software operating environment instantiation is not constrained to using a PowerPC 405 processor, the processor used must be able to segregate instruction and data requests to memory via separate discrete paths (which is sometimes called a “Harvard” architecture CPU).

As illustrated in FIG. 5, CPU 601 uses separate instruction and data caches (iCache and dCache) which each independently make requests on separately instantiated busses PLB 611 and PLB 612. There are, however, other hybrid Harvard/Von-Neumann CPU architectures which may also be used to implement the SSEE as long as the chosen CPU architecture is one that allows management of instruction and data transactions to memory independently. In the example shown in the upper left-hand corner of FIG. 5, instruction and data pathways to CPU 601 are segregated and managed independently by using separate iCache (instruction cache) and dCache (data cache) interfaces on separate local busses PLB 611 and PLB 612.

SKU 603 may be functionally described as a structure that can be queried with a credential identifier and provide in return either the key associated with that credential identifier (and something called page base values, which will be explained later) or an indication that the key requested by the credential identifier is not available. Logic must also be in place to load the table structures in the EMU that we will describe later. The constraint that we universally place on any instantiation of an SKU is that it never betrays the keys to any internal or external entity except the EMU. It is not important whether the SKU gets its keys from an internal or external source or what that internal or external source is, as long as it provides the keys only to the SKU and no other entity. Instead of an external source, the SKU may generate or store the keys internally without use of an external source. The source of the keys should securely isolate those keys from external inspection and provide them only to the SKU for use in the EMU.

The FIG. 5 example instantiation of SKU 603 uses a soft-core processor 604 as a controller. Soft core processor 604 may be, for example, a conventional RISC processor implemented using the FPGA chip’s configurable logic. A non-limiting example for use as a processor is Xilinx’s MicroBlaze. The SKU operations are controlled by a program pre-programmed into ROM 605. The instructions stored in ROM 605 control soft core processor 604 for processing encryption keys and key credential information used for selecting specific encryption keys, as well as for communicating with an off-chip secure key source 611 and external memory 620. Processor 604 reads and executes instructions from ROM 605, uses RAM 606 as its local memory, and communicates...
which is isolated from the control of CPU 601. The SKU via internal bus 609. In this example, a UART 608 is used as processor 604 then provides this information to the EMU 602 memory, etc. Alternatively, an Ethernet or other Physical/Link-Layer communications controller or an on-chip memory storage controller may be used instead of UART 608 as appropriate for communicating with the external secure key source 611. When instructed by the SKU processor 604, UART 608 queries external secure source 611 to obtain keys and/or user credential information. External secure source 611 may be any type of security enabled or protected source such as a secure physical token or iButton device, a smart card, a secure connection to a key management network, a secure external memory, etc. Alternatively, an Ethernet or other Physical/Link-Layer communications controller or an on-chip memory storage controller may, instead, store cryptographic keys in ROM 605 or RAM 606 to support the operation of this protocol.

Although, in many conventional embedded computing systems, there may typically be only one local processor bus, local bus PLB 619 is separate from the CPU local instruction and data buses PLB 610 and PLB 612, and is primarily used for communicating with the external memory 620 via memory controller 621. In the present example implementation, separate PLB controllers 610, 612 and 619 are used to host iCache, dCache, and memory controller transactions. This arrangement enables all memory transactions to be both individually interruptible and separately controlled.

External memory 620 may store both encrypted and non-encrypted programs and data. In FIG. 5, hatched-marked portions of memory 620 represent encrypted programs and data. In the present example implementation, the encrypted (hatched-marked) portions of memory 620 contain instructions or data that are prepared in a manner which 1) encrypts the instructions and data and 2) inserts credential identifiers and page base values that enable the EMU to determine which keys are required to decrypt or encrypt those instructions and data. Associations between credential identifiers and portions of the encrypted information are stored in a header section as explained in greater detail below with respect to FIG. 6.

"Instruction Side" of the EMU (IEMU):

CPU Interface 625 (CPU Int.) handles requests for instructions via the iCache local bus PLB 611 which are intended for external memory. Memory Interface 626 (Mem Int.) passes instruction requests that are received from the CPU iCache to memory and works with Memory Controller 621 to retrieve the requested instructions from external memory. The primary function of Memory Interface 626 and CPU Interface 625 is to interface the communications taking place between the PLB local bus structures and the EMU.

Multiplexer 627 is provided on the EMU side of the CPU interface 625. This multiplexer switches between two inputs 628 and 629. Input 628 is a pass-through data path that enables non-encrypted instruction requests from memory to flow unimpeded from memory through to the iCache. This path is selected when "ENCR?" logic 630 indicates that a memory page currently being accessed has not been encrypted and may execute directly on CPU 601 without further processing by the EMU. A second separate data path 629 carries the result of the EMU's decryption process provided by AES logic 631.

In the present example implementation, AES encryption is performed in Counter Mode (CM) for encryption of instructions, although any symmetric key block cipher may be used instead of AES. In this example 128-bit AES keys are used, but other NIST-acknowledged key sizes are also possible. The AES logic circuitry core 631 shown in FIG. 5 has two inputs: one for the key (K) and one for the data in (D). The AES logic core 631 also has one output (O) which provides the encrypted version of the data input at D, which in Counter Mode is a counter value. The particular process that AES logic circuitry 631 applies to the input may be either encryption or decryption. For a consistent use of Counter Mode, AES encryption is used in this implementation at all times to consistently retrieve the same pad at output O each time the same counter is input at data input D.

Counter Mode encryption/decryption (CM) is a NIST-recognized mode of operations for AES. In CM encryption/decryption, the AES core does not directly encrypt/decrypt the input at D. Instead, it encrypts a counter value that is provided to the D input with a key (provided to the K input). The result of the encrypted counter value, referred to herein as a "pad," is then XORed with the encrypted information from memory to produce encrypted information for the CPU. The same pad can be XORed again with the decrypted information to encrypt it. This Counter-Mode encryption operation is not used on instructions in conjunction with AES core 631, since the instructions for the CPU 601 are read-only; therefore, it is never required to encrypt them and write them back to memory. For CM encryption/decryption to be secure, the counter value must never be replicated between two blocks of data (i.e., it must constantly change). For the use of AES CM to be appropriate, it must be shown that counter values are never replicated.

AES logic core 631 takes a counter provided at input D, applies a key input at K, and provides a result at output O. The XOR 632 performs an exclusive or-ing operation upon the results with the instructions that have been retrieved from memory. (Instructions are only read, never written, so this particular core is only used to decrypt. Thus, in the FIG. 5 illustration, the instruction stream to the right side of XOR unit 632 is encrypted while the instructions output at 629 on the left side of the XOR unit are decrypted. A different counter value is input to AES 631 for each memory address request.

When a request to memory for new instructions is generated by the iCache, the bits of the memory request that indicate which page of memory is being requested are passed to a Page Search Table (PST) 640, where entries for the pages that are associated with keys are kept.

If there is an entry in the page search table (PST) 640 for the page being requested, then, PST 640 queries key lookup table (KLT) 641. KLT 641 stores tags that index which key is required to decrypt the instructions in the page that was requested. The KLT has two functions: 1) it tells the "ENCR?" logic 630 whether or not the page requested is encrypted, thus controlling multiplexer 627 to decide between data paths 628 and 629; 2) it uses the key tag (index) stored in the table to retrieve the correct decryption key.

KLT 641 then passes the tag to the Instruction Key Table (IKT) 642, which indexes the keys by the key tag. The appro-
priate key is then provided to the AES logic core 631 by IKT 642. A unique counter value is provided for every memory location that needs to be decrypted.

This is accomplished in several steps, the first of which is using the Page Search Table to look up Auxiliary Data about the page in question. The PST communicates with the Auxiliary Data Lookup Table (ADLT) 645. If there is an entry in the PST, there will be an entry in both the KLT and the ADLT. Similar to the credential identifiers, the data stored in the ADLT also comes from the Secure Executable. The ADLT stores “Page Base” values, which are simply 128-bit numbers. There is one page base value stored in the ADLT for each page of memory that stores encrypted instructions. Each number is unique and differs by at least the number of addresses in a page from every other page base value in the system. To get the unique counter for each memory location, this page base value is added to the 32-bit address of the memory request, and the result is passed to the D input of the AES core to form the unique counter.

Encryption keys and page base values are first placed into the EMU Table unit when the executable program of data is first “loaded” or obtained from external memory 620. A “loader” program running on CPU 601 and in External Memory 620 communicates the credential identifier, auxiliary data, and auxiliary information stored in a secure executable’s header to the SKU through Scratch Pad RAM 607 while it is loading the secure executable into External Memory 620. The credential identifiers are the tags that indicate which keys are necessary to decrypt instruction. Again, the SKU scratch pad RAM 607 is a one-way memory. Consequently, scratch pad RAM 607 may be written-to and may acknowledge that data was written, but it can not be read by CPU 601 or any other external source. It may only be read by SKU 603. No functional component/device other than EMU 602 may gain access to the SKU function. Once the SKU has the credential identifier and auxiliary data information from the secure executable, it can use the credential information from the external key source 611 to match credential identifiers to their credentials.

At this point, SKU 602 can then transfer this information appropriately to the Page Base Table 640, Key Lookup Table 641, Auxiliary Data Table 645, Instruction Key Table 642, and the Data Key Table 644, which will be explained in a following discussion.

“Data Side” of the EMU (DEMU):

As illustrated in FIG. 5, there is also a “data-side” of EMU 602 (DEMU) which handle the processing of pages of data retrieved from memory 620. Also, there is both a “CPU-side interface” 613 and a “Memory-side interface” 650 for DEMU. Similar to the EMU-Instruction Side (IEMU), the DEMU is provided to interrupt the path between dCache read/write requests to/from memory. Also, it provides an interface to the processor local buses (PLBs) on each side of the DEMU so that all other functional structures in-between CPU 601 and the memory 620 can be independently of the kind of local bus used in the system.

EMU data-side Multiplexer 618 is used in a manner similar to multiplexer 627 on the EMU instruction side (IEMU), multiplexer 618 may also be used to pass unencrypted data directly to/from external memory 620 from/to the CPU dCache. Multiplexer 618 works in conjunction with multiplexer 647, provided on the Memory Interface side of DEMU. The same control logic (CTRL) (not explicitly shown) decides between data paths for each of these multiplexers 618 and 647. Although this control logic is not the same as that for multiplexer 627, it functions similarly to that used on the instruction processing side of the EMU (IEMU). Although explicitly depicted in FIG. 5, the control logic throughout FIG. 6 is conventional logic circuitry used for timing and gating control signals to control operation of multiplexers.

Referring now to Data Key Table (DKT) 644, appropriate pointers are placed in Instruction Key Table (IKT) 642 that index the instruction encryption keys with data encryption key sets that the currently processing instruction page is permitted to access. DKT 644 stores such key sets. A page from memory 620 containing encrypted instructions is able to access two different types of data keys: sets 1) static keys for read-only data in memory, and 2) dynamic keys for read/write data. DKT 644 stores both types of key sets.

Key selection multiplexer 649 decides which key type is appropriate for the current transaction under the control of Key Selection Logic (KSL) 646. Static (S) or dynamic (D) keys are obtained from DKT 644 and KSL, selects which key type is provided to AES decryption core 614. As mentioned previously, Data Key Table 644 is also loaded by the SKU when executable is loaded into memory 620.

Similar to its use in the IEMU, the key provided by the Key Selection Multiplexer 649 is used by the DEMU’s AES encryption/decryption core 614 for encryption/decryption operations. In addition, it also supports two different modes of operation. The first mode is for data in memory which needs to be encrypted when written to memory and decrypted when read from memory. In this instance, KSL 646 selects a dynamic data key. The multiplexer 647 for the Memory interface would select the top-most datapath, and the mux 648 that switches data inputs for the D interface of AES core 614 would select its bottom-most data path. These two multiplexers work together to transfer the data from the memory request directly to/from AES core 614 for Electronic Codebook Mode encryption and decryption. This differs from the Counter Mode, in that Electronic Codebook Mode directly encrypts/decrypts the data that is to be protected. The O output of AES core 614 passes unencrypted data to the CPU-side multiplexer 648 for transfer to the CPU dCache. Similarly, the reverse of this process occurs whenever data is written to external memory 620. Unlike the IEMU, data may be written to external memory 620 by DEMU. (The O and D interfaces of AES core 614 operate in reverse when this happens). Also AES core 614 will be operating in an encryption mode rather than a decryption mode. Although FIG. 5 does explicitly depict AES core 614 operation for both encryption and decryption modes, one of ordinary skill would appreciate that AES core 614 is configured to provide both encryption and decryption functions.

The preceding description outlined both the read/write and pass-through operation of the DEMU side of EMU 602. The following describes the read-only operations. The read-only operations are similar to the IEMU operation. KSL 646 indicates that a static key should be used by the AES core. Multiplexer 647 on the memory interface 650 passes incoming data along to XOR 616 multiplexer 648 selects the counter input (CTR) and passes this to the D input of AES core 614. This Counter value (CTR) is developed in exactly the same manner as the Counter value that serves as input D to AES core 631 on the EMU’s instruction side (IEMU). The data flowing out the AES core is a pad that is XORed with the data from memory in order to decrypt it. The read-only data is never written to memory 620 and is decrypted in basically the same manner as decryption of instructions during Counter Mode operation.

EMU 602 is provided with both Block and Counter Mode on the data side of its operations (i.e., the DEMU) because Counter Mode decryption provides high performance and Block Mode provides secure read/write data.
FIG. 6 shows a block diagram of an example “Secure Executable” (SE), consisting of encrypted blocks of program instructions and data along with associated header and ancillary information. Such an SE could be stored in an external memory connected to the secure software execution environment chip. Page-sized instruction blocks 700 are individually encrypted. To create an SE, unencrypted information in the “text” segment of the executable (where instructions and data are stored) is first encrypted. The Standard Executable Header and Program Header Table represent common segments of an executable that are used by the operating system; they are not modified in this example. The Page-Credential Mapping Table (PCMT) is added to the SE to match the encrypted pages in the text segment to credential identifiers. The credentials identified in the PCMT may indicate to the SKU that several credentials acquired from the external key source must be combined in novel ways to decrypt the pages. The methods and sequences of credential combination are described in the Encrypted Key Management Header (EKMH), which can be encrypted in any scheme and with any key programmable into the SKU. For added security, page base counters indicated in the description of FIG. 6 could be placed in the EKMH. (Alternatively, these page base counters could be provided by the external key source 611.) This Secure Executable may be automatically prepared by a separate secure executable generating application that takes as its input an unencrypted (clear-text) executable that is formatted for the CPU and the operating system running on the SSEE chip 600. When converting a clear-text executable into a secure executable the SE generating application would create headers in the executable that contain specific credential identifiers. These credential identifiers are associated with particular AES cryptographic keys used to encrypt the secure program and data segments/pages in the SE. For example, a unique key can be associated with each memory page of executable instructions or data. Since this software securing process is performed after software development takes place, software developers would not be burdened with the need to incorporate any security elements or features into the application code during software development.

The Secure Executable example implementation depicted in FIG. 6 contains only encrypted program data or instructions and headers containing the credential identifiers indicating the keys necessary to decrypt the encrypted segments. The SE does not include or contain any of the AES keys. Thus, if an encrypted application program was intercepted by an attacker in this format, it would be virtually impossible to reverse engineer without undergoing the computationally expensive task of breaking AES. Consequently, using this SE, an application program or sensitive raw data is made secure for distribution and also is made secure against unauthorized execution.

FIG. 7 shows an exemplary schematic diagram of an alternate example implementation for SKU 603 of the secure software execution environment chip 600 wherein the SKU is coupled to an external secure key network 801. In this example instantiation of the SKU an Ethernet MAC 802 is provided for communicating across the chip boundary to external secure network 801 for obtaining keys or secure data used to construct keys. Alternatively, Ethernet MAC 802 could be replaced equivalently by any Physical/Link-Layer communications controller.

FIG. 8 shows an exemplary schematic diagram of another alternate example implementation of SKU 603 for the secure software execution environment chip 600 wherein the SKU includes an on-chip internal secure key storage 901. For example, a block of RAM may be instantiated on SSEE chip 600 as part of SKU 603 and loaded securely as part of an encrypted bitstream programming process. Likewise, in an ASIC implementation of SSEE chip 600, a unique preprogrammed ROM could be used for internal key store 901.

FIG. 9 shows an exemplary schematic diagram of yet another alternative example implementation of the SKU of the secure software execution environment chip wherein the SKU uses internal key generation. In this non-limiting illustrative example, the credential identifiers are used as a means of reliably re-generating keys from a key generation logic component 1001 instantiated on the SE within the SKU. This implementation does not require any permanent storage of keys—just conventional logic that can generate the same keys from specific seed values (e.g., the credential identifiers used as seed values).

While the technology herein has been described in connection with exemplary illustrative non-limiting implementations, the invention is not to be limited by the disclosure. The invention is intended to be defined by the claims and to cover all corresponding and equivalent arrangements whether or not specifically disclosed herein.

The invention claimed is:

1. A secure software execution device that provides protection for both program instructions and data against unauthorized access and/or execution, comprising:

   - a CPU core circuitry on a semiconductor chip, the CPU core circuitry comprising a Harvard architecture type processor having physically separate information pathways and storage memories for instructions and data;
   - an encryption management unit (EMU) circuitry instantiated on the semiconductor chip, the EMU circuitry comprising a circuitry for storing one or more encryption keys for encrypted instructions and circuitry for storing one or more encryption keys for encrypted data, the EMU circuitry configured having an information processing pathway specifically for data and an information processing pathway specifically for instructions that is separate and isolated from the information processing pathway for data, and the EMU circuitry being operable to maintain one or more associations between encryption keys used for instructions and encryption keys used for data accessed by the instructions and to accept encrypted instructions and encrypted data via separate isolated pathways from an off-chip source and to provide decrypted instructions and decrypted data via separate isolated pathways to the CPU core circuitry for execution based on one or more encryption keys; and
   - a secure key management unit (SKU) circuitry instantiated on the semiconductor chip and isolated from direct access by the CPU core circuitry, said SKU configured to acquire credential information from one or more sources and, based on the credential information, identify or generate one or more encryption keys for provision to the EMU;

   wherein the CPU core circuitry does not have access to encryption key information generated by the SKU and wherein the EMU circuitry is configured to decrypt at least a portion of encrypted instructions or data that is associated with one or more encryption keys provided by the SKU.

2. A secure software execution device as set forth in claim 1 wherein the EMU is configured to encrypt non-encrypted data produced by a software application executed by the CPU prior to being sent to an off-chip source.

3. A secure software execution device as set forth in claim 1 wherein the credential information from one or more sources include an off-chip source.
A secure software execution device as set forth in claim 1 wherein the CPU is configured to decrypt a single memory page portion of encrypted instructions or data per single key provided.

A secure software execution device as set forth in claim 1 wherein the off-chip source is a non-secure random access memory device.

A secure software execution device as set forth in claim 1 configured such that the CPU circuitry is separate and isolated from the SKU circuitry and wherein access to information within the SKU circuitry by the CPU is prohibited.

A secure software execution device as set forth in claim 1 wherein credential information is obtained from a secure off-chip source.

A secure software execution device as set forth in claim 1 wherein the SKU is configured to receive at least some credential information stored in a smart card device via a secure hardware connection.

A secure software execution device as set forth in claim 1 wherein the SKU is configured to receive at least some credential information stored in a flash memory device which communicates with the SKU via a secure hardware connection.

A secure software execution device as set forth in claim 1 wherein the CPU, EMU and SKU are part of an embedded computing device which may be connected to a network of other computing systems.

A secure software execution device as set forth in claim 1 wherein the off-chip source is a non-secure random access memory device.

A secure software execution device as set forth in claim 1 wherein the off-chip memory is any memory-mapped external device.

A secure software execution device as set forth in claim 1 wherein the off-chip memory is any memory-mapped device.

A secure software execution device as set forth in claim 1 wherein an external device is a secure hardware device.

A secure software execution device as set forth in claim 1 wherein at least some credential information is stored in an iButton device and is passed to the SKU via a secure hardware connection.

A secure software execution device as set forth in claim 1 wherein the off-chip memory is any memory-mapped device.

A secure software execution device as set forth in claim 1 wherein the off-chip memory is any memory-mapped device.

A secure software execution device as set forth in claim 1 wherein the CPU circuitry maintains virtual-to-physical page mappings to allow the CPU to run software and/or operating systems that make use of virtual memory.

A secure software execution device as set forth in claim 1 wherein the EMU circuitry comprises one or more information storage tables for storing and maintaining information which provides one or more associations between encryption keys used for instructions and corresponding encryption keys used for data.

A secure software execution device as set forth in claim 1 wherein the EMU circuitry comprises one or more information storage tables for storing and maintaining information which provides one or more associations between encryption keys used for instructions and corresponding encryption keys used for data.

A secure software execution device as set forth in claim 1 wherein the EMU circuitry comprises one or more information storage tables for storing and maintaining information which provides one or more associations between encryption keys used for instructions and corresponding encryption keys used for data.

A secure software execution device as set forth in claim 1 wherein the EMU circuitry comprises one or more information storage tables for storing and maintaining information which provides one or more associations between encryption keys used for instructions and corresponding encryption keys used for data.

A secure software execution device as set forth in claim 1 wherein the EMU circuitry comprises one or more information storage tables for storing and maintaining information which provides one or more associations between encryption keys used for instructions and corresponding encryption keys used for data.

A secure software execution device as set forth in claim 1 wherein the EMU circuitry comprises one or more information storage tables for storing and maintaining information which provides one or more associations between encryption keys used for instructions and corresponding encryption keys used for data.
environment for protection of program instructions or data against unauthorized access and/or execution comprising:

- obtaining one or more encryption/decryption keys to the key management circuitry from an off-chip source;
- obtaining key credential information from one or more sources and providing the key credential information to the key management circuitry;
- based on obtained key credential information, providing one or more encryption/decryption keys from the key management circuitry to the encryption/decryption management circuitry via an on-chip signal path that is inaccessible by the CPU;
- obtaining encrypted instructions or data from an off-chip source and maintaining a record within the encryption/decryption management circuitry for indicating one or more associations between encryption keys used for instructions and encryption keys used for data accessed by the instructions; and
- based on one or more encryption/decryption keys provided from the key management circuitry, decrypting said encrypted instructions or data and providing decrypted instructions or data to the CPU via said separate information pathways for data and instructions.

36. The method of claim 35 wherein at least some key credential information is obtained from a secure off-chip source via a secure connection.

37. The method of claim 35 wherein at least some key credential information is obtained from the CPU core.

38. The method of claim 35 wherein at least some key credential information is obtained from an off-chip source which provides encrypted instructions and/or data.

39. The method of claim 35 wherein at least some credential information is an encryption/decryption key.

40. The method of claim 35 wherein a different encryption key is used for decrypting each single page of encrypted instructions or encrypted data provided from the off-chip source.

41. The method of claim 35 wherein encrypted instructions or data acquired from an off-chip source are encrypted in accordance with a symmetric block cipher.

42. The method of claim 35 wherein encrypted instructions or data acquired from an off-chip source are encrypted in accordance with a symmetric block cipher operating in counter mode.

43. The method of claim 35 further comprising maintaining virtual-to-physical page mappings within the encryption/decryption management circuitry which enable the CPU to run software and/or operating systems that make use of virtual memory.

44. The method of claim 35 wherein said off-chip memory includes instructions and/or data encrypted in accordance with a plurality of symmetric block ciphers operating in different operating modes wherein the EMU is operable to dynamically switch between appropriate encryption modes as needed to read or write instructions and/or data.

45. A method for providing a secure computing environment for protection of program instructions or data against unauthorized access and/or execution, comprising:

- providing a single semiconductor chip as a secure instruction execution device for decrypting and executing encrypted instructions, said chip at least having instantiated thereon: a CPU having access to separate storage areas for instructions and data and separate information pathways for instructions and data, encryption/decryption management circuitry including one or more table memory for storing one or more encryption keys and information indicative of one or more associations between encryption keys used for instructions and encryption keys used for data accessed by the instructions, and key management circuitry having a processor; providing one or more encryption keys to the key management circuitry of said secure instruction execution device via a secure connection and providing said one or more encryption keys to the encryption/decryption management circuitry of said secure instruction execution device via an internal on-chip bus;
- storing one or more encryption keys in said table memory;
- receiving encryption key identifying credential information from one or more secure sources into the key management core of said secure instruction execution device and providing the key identifying credential information to the key management circuitry of the secure instruction execution device via an internal on-chip bus;
- selecting one or more keys stored in said table memory for use in decrypting said encrypted instructions or encrypted data based on the obtained key credential information;
- accepting encrypted instructions or encrypted data from an off-chip source and providing said encrypted instructions or encrypted data to the encryption/decryption management circuitry of said secure instruction execution device; and
- decrypting said encrypted instructions or encrypted data based on one or more encryption keys and said information indicative of an association between encryption keys used for instructions and encryption keys used for data, and providing decrypted instructions or decrypted data to said CPU via an on-chip bus, wherein said decrypted instructions and decrypted data are provided to an L1 cache of the CPU via separate information pathways.

46. The method of claim 45 wherein credential information acquired from said one or more sources is combined and used to select one or more encryption keys stored in said table memory.

47. The method of claim 46 wherein said encrypted instructions or encrypted data are decrypted and provided as needed to an L1 cache of the CPU for execution by the CPU.

48. The method of claim 45 wherein encrypted instructions or encrypted data acquired from an off-chip source are encrypted in accordance with a symmetric block cipher.

49. The method of claim 45 wherein encrypted instructions or encrypted data acquired from an off-chip source are encrypted in accordance with a symmetric block cipher operating in counter mode.

50. The method of claim 45 further comprising maintaining virtual-to-physical page mappings within the encryption/decryption management circuitry which enable the CPU to run software and/or operating systems that make use of virtual memory.

51. The method of claim 45 wherein said off-chip memory includes instructions and/or data encrypted in accordance with a plurality of symmetric block ciphers operating in different operating modes and wherein the EMU is operable to dynamically switch between appropriate encryption modes as needed to read or write instructions and/or data.

52. A secure software execution device that provides a secure computing environment for protection of program instructions or data against unauthorized access and/or execution, comprising:

- a CPU core circuitry on a semiconductor chip, said CPU core circuitry having physically separate information pathways and storage areas for instructions and data;
encryption management circuitry instantiated on the chip, said encryption management circuitry having an instruction key table for storing encryption keys for encrypted instructions, a data key table for storing encryption keys for encrypted data, and an encryption/decryption engine for decrypting encrypted instructions and/or corresponding encrypted data based on one or more instruction encryption keys stored in the instruction key table and specifically associated data encryption keys stored in the data key table, the encryption management circuitry operable to maintain information indicative of one or more associations between one or more encryption keys used for instructions and one or more encryption keys used for corresponding data accessed by said instructions; and
key management circuitry instantiated on the semiconductor chip, said key management circuitry comprising a processor for communicating with an off-chip key source and for providing encryption keys to the encryption management circuitry;
wherein encrypted information including executable instructions are acquired from an off-chip source, decrypted by the encryption management circuitry based on one or more encryption keys, and wherein the decrypted instructions and decrypted data are provided from the encryption management circuitry via the separate isolated pathways to the CPU core circuitry for execution.

53. A secure software execution device as set forth in claim 52, wherein the key management circuitry includes an on-chip memory for storing encryption keys.

54. A secure software execution device as set forth in claim 52, wherein the key management circuitry includes a secure key generation circuit instantiated on the semiconductor chip.

55. A secure software execution device as set forth in claim 52, wherein the semiconductor chip is a field programmable gate array (FPGA).

56. A secure software execution device as set forth in claim 52, wherein the semiconductor chip is an ASIC.