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Motivation 

• Clarify scattered field concepts 

• Guide decision making 

• Knowledge sharing and reuse 

• Teaching and learning 

• Uniform knowledge format for use 
and comparison 
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Metamodel 
What is it? 

– Schema for data 

– Construction and organization of domain concepts 

– Frames, rules, and constraints for formatting and 
sharing knowledge 

How was it developed? 

– Motivations and envisioned contributions 

– Uniform Format for use with envisioned Digital 
Library System 

– Preservation & Expansion 
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Metamodel 

Utilization 

– Organization of research for sharing knowledge 

– Applications: 

• Industry application to needs 

• Academic course material organization for 
teachers and learning tool for students 

– Stakeholders Model 
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Stakeholders 
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Metamodel 

• Validation 

– Proof of Concept 

– Security domain concept overview 

– Preliminary Modeling with Co-occurrence Graph 

– Selected four sub areas 

– MOSAIC: Model of Securing Application 
Information Confidentiality 

– Further evaluation to be discussed later 
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Metamodel Format 
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Proof of Concept 

• MOSAIC: Model of Securing Application 
Information Confidentiality 

• Scenario: Sarah has been assigned to assess 
the security vulnerabilities of the company's 
internal digital library system and propose 
solutions 
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PIR 

Metamodel Information Flow 
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Evaluation 
• Can conduct an IRB approved study 

• Domain expert will organize course materials 

• Students in class learn two units of equal 
difficulty 

• Unit 1: Standard text and resources 

• Unit 2: Our metamodel 

• Look at student feedback and assess progress 
such as through student presentations or 
grades 
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Conclusion 
• Metamodel for information sharing, 

collaboration, and learning 

• Lookup and collaboration tool for researchers 

• Reference and learning tool for practitioners 

• Organization and modeling tool for teachers 

• Learning and studying tool for students 

• Need: 

–Digital Library for access and contributions 

–User participation both adding and 
receiving 
 



Questions? 
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