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Abstract

The Electronic Thesis and Dissertation (ETD) project concept has evolved for years
now and has been undergoing improvements across key themes. The Information Re-
trieval course at Virginia Tech led by Dr. Edward Fox has been at the forefront of
implementing a robust ETD system. In this report, we document our contribution to the
system as Information Retrieval course students for the Fall 2023 academic year. The
overall project tasks were divided among 6 teams. Our team, Team 6, was in charge of
the User Interface. The state of the system at the beginning of the semester was a frag-
mented interface with several independent implementations done by students who took
this course in the past. Our main task was to merge these into one robust and consistent
user interface. We were also tasked with upgrading the loosely implemented authentica-
tion system so that users can securely sign up for the system, with User Interface (UI)
pages supporting new user roles of curator and experimenter. It was our responsibility to
meet these requirements in collaboration with other teams, especially with Team 5 who
provided the Application Programming Interfaces (APIs). We accomplished the main
goals of one consistent user interface that supports all of the functionality of the ETD
system including new user roles, and a secure system for signing up and logging in. This
report details these accomplishments, as well as how to use the frontend of the ETD
system. This course has taught us an important concept of hands-on practice beyond
reliance on the theory of Information Retrieval, and as a result we have improved our
technical skills on frontend implementation using React and dependencies, how to im-
plement a reliable user authentication system, and more importantly how to collaborate
on an industry level project as a team using the Agile software development framework,
and CI-CD development with GitHub. Finally, we tested the reliability of our frontend
production version using an NGINX server.
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Chapter 1

Overview
1.1 Requirements

The requirements of this project for the different versions are as follows:

1. Version 1: Make the system from Fall 2022 fully operational, with pages to support
the personas of end-user doing research, experimenter, curator, and administrator.

2. Version 2: Create the UI with a GUI interface. Add UI support for all new version 2
features such as topic modeling and object detection. Make sure only authenticated
users can access the system.

3. Version 3: Add a chat feature to the UI: We have not implemented chat. It is
reserved for future work.

1.2 Accomplishments

The goal of our work was to create a single consistent User Interface to support all of
the personas a user might have, with enhanced user authentication, and new search,
recommendation, curation, and experimentation features.

Our main focus in the initial stages of work was defining a design for the system.
This involved creating a new user flow design to show how the user would navigate
through the new authentication system and the improved User Interface. We then created
wireframe designs to communicate changes to the interface with other teams and gather
their feedback.

In our second stage, we worked with Team 2 to update the API calls for search so
the search interface was fully functional. We then worked with Team 5 to plan the API
calls and architecture for the rest of the user interface updates, with a focus on the login
architecture. After discussions with Team 5, we diagrammed all the system interactions.
We also began work on some of the brand new pages, such as the administrator interface.
We went through a lengthy process of designing the curator and experimenter pages.
After exchanging wireframes with representatives of the other teams, we devised a list of
options that curators and experimenters should have, and updated the pages for these
functions accordingly.

Our final task was implementing authentication and user profiles. In collaboration
with Team 5, we made it possible for users to sign up and login to the system. Only users
with a vt.edu or odu.edu email can sign up, and users must be approved after signup,
before they can access the system. We controlled user access so that pages on the site
will only load for a logged in user. There is role based access to certain pages such as the
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administrator, curator, and experimenter pages. A user with administrator access can
see an administrator page where they have the ability to alter the roles of other users. In
addition to being more secure, the new system also enhances the user experience, and aids
the recommendation of ETDs, by allowing selection of preferred ProQuest categories and
Topic Modeling topics. These categories and topics were determined in collaboration with
Teams 2, 3, and 4 to work with their recommendation, topic modeling, and classification
systems.

This paper will outline the requirements we are aiming to meet in this project in
Chapter 2. In Chapter 3 we discuss the literature used to inform our development de-
cisions and user authentication architecture. Chapter 4 will discuss our design process;
this is where the wireframe designs and user flow we created for our first update can be
found along with the outline of the system architecture. In Chapter 5 we discuss how this
project was implemented. Chapter 6 provides a user manual to guide prospective users
and developers in navigating the system. Chapter 7 contains the Developer Manual and
Chapter 8 highlights our future plans for the project.

1.3 Challenges

An initial challenge was dealing with bugs in the existing user interface code. Last year’s
codebase could not be run without resolving a number of issues.

Once we resolved these issues, our biggest challenge was to get user authentication
working. Without working user authentication, it was difficult to access and test pages.
This has required a lot of communication with Team 5. It required planning and coordi-
nation on the architecture for authentication. Team 5 then had to test the API endpoint
to authenticate users. Once basic signup was working, the structure of API calls had to
be updated to include sending the ProQuest categories and topic modeling topics to the
database. Finally, the system had to been enhanced with further security measures such
as limiting access to certain emails and requiring approval.

Another challenge we faced was testing our frontend on an NGINX server locally. We
are able to deploy the production version on NGINX, but had challenges communicating
with the API from it.

A final persistent challenge was communication. As the User Interface team, much
of our work was reliant on what functionality other teams had been able to implement
and what parts of their systems required user input. This left us stalled at times waiting
on information from other teams. It created an ongoing process of communicating with
teams as they accomplished their tasks and gained a better understanding of what their
interfaces could look like.

1.4 How We Overcame These Challenges

We dealt with our challenges fixing bugs in the older codebase by becoming familiar with
the languages and dependencies that were used. We also consulted with some subject
matter experts who were familiar with the old system.
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The issues with authentication were solved through communication with Team 5 to
define a clear system for sending signup data to the database and login data as well as
returning user access tokens for a logged in user to access the various pages.

Our NGINX problems were solved by deploying code to the development version of
the system on endeavour as opposed to trying to run a local NGINX server.

1.5 Future Work Needed

There were a number of things we were unable to accomplish within the constraints of
this course that we believe would be beneficial work for future researchers, namely:

1. Testing Experiment and Curation Features: The new experimenter and curator
features on the user interface have not undergone any testing to ensure they align
with the APIs for those systems. These features should be tested and refined.

2. User Testing for All Pages: The ETD system needs user feedback from new users,
people who are not in the course and do not already understand the system.

3. Topic Modeling Interface: The Topic Modeling team was able to categorize the
ETDs in the system according to a collection of topics. A specific topic modeling
centered search should be added to the ETD interface to utilize their work.

4. Adding Support for Administrators Analyzing Trends: The user interface should
add proper logging of user actions and a page for Administrators to be able to track
trends in user actions.

5. Chat Feature: In the future the interface should have an AI chat feature to assist
with locating documents and help features.

3



Chapter 2

Literature Review
2.1 Previous Work on the ETD System

We utilized materials from the Fall 2022 Teams to assist with our initial design of the
User Interface. We also utilized the codebase from Fall 2022 as our base template for this
work. Although there was no User Interface team in the Fall of 2022, Team 2 created a
user interface to run ElasticSearch that supported a general user. Therefore, the main
report we studied was from Team 2 [1]. We also planned to use Fall 2022 Team 3’s work
to inform our creation of a topic modeling page, as well as the topic modeling toolkit
developed by a Spring 2023 CS4624 team [2].

2.2 Frontend Development with React.js

Frontend development typically relies on the combination of HTML, CSS, and JavaScript,
closely tied to the Document Object Model (DOM) to create vanilla JavaScript functions.
This approach often necessitates writing lengthy and convoluted code, leading to diffi-
culties in managing and maintaining the application. In response to these challenges,
React.js [3], an open-source JavaScript library developed by Facebook (now Meta), has
emerged as a powerful tool for building frontend applications. React.js offers the ca-
pability to construct high-performance frontend applications by breaking them down
into manageable, reusable components. This approach aligns with the concept of micro-
frontends, single-page applications (SPAs), and microservices, which were introduced to
mitigate the increasing complexity of web applications developed using the traditional
DOM approach, and reduce coupling [4]. React.js streamlines the process by handling
the conversion of components into a virtual DOM behind the scenes. This not only
ensures reusability and organization but also enhances application speed. Research indi-
cates that React.js, alongside other widely-used frontend libraries like Angular and Vue,
is a dominant force in the industry [5]. This efficiency, especially the reliance on the
virtual DOM, is a key reason for adopting React.js in demanding applications such as the
Electronic Thesis and Dissertation (ETD) project [6], and it is also favored in colossal
web applications like Facebook, Instagram, and WhatsApp. Moreover, React.js proves
invaluable in developing trading applications that must process vast amounts of data and
accommodate rapid and frequent dynamic changes [7].

2.3 User Authentication

User authentication and authorization are integral components of nearly every frontend
application, providing the foundation for secure application development. Web applica-
tions are inherently accessible to anyone with internet access, necessitating robust authen-
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tication and authorization mechanisms, particularly in single-page applications (SPAs)
like React, where implementing these features can be challenging [8]. Authentication
holds a pivotal role in ensuring the security and controlled access of digital environ-
ments. It encompasses the process of verifying a user’s identity and trustworthiness,
ultimately granting access to the system’s resources. This verification process may in-
volve users providing evidence of their identity, such as passwords, personal identification
numbers (PINs), or biometric data [9]. Notably, authentication through visual means,
such as image recognition [10], can offer a more convenient and expedited approach in
this regard.

2.4 Protocols to Authenticate Users in React

There are numerous authentication protocols and methods for user verification in React
applications. One widely employed protocol is the 802.1X protocol, extensively utilized in
LAN environments [11]. This protocol entails the user sending an EAP-Response/Identify
message to the authenticator, including the user’s username. Alternatively, there is the
location-based authentication protocol, which leverages user location data to grant ac-
cess [12]. However, it’s essential to emphasize that location-based access falls within
the purview of the authorization service, distinct from the authentication process. Aside
from these protocols, React applications offer a range of other authentication methods.
Password authentication stands out as a secure option, even in scenarios where an in-
truder gains access to the system’s data [13], which is the main reason we adopt it for
this application. Another avenue is biometric authentication, hinging on biometric at-
tributes like facial profiles or keystroke dynamics for user identity verification [14, 15].
While these methods offer heightened security, they may necessitate additional hardware
or software investments [16]. It’s noteworthy that ongoing research and development in
user authentication are shaping the landscape. This includes investigations into behav-
ioral biometrics for continuous user authentication [17]. Furthermore, research delves into
password persistence and the quest for alternative authentication mechanisms [18]. Arti-
ficial intelligence and machine learning techniques are also under exploration to enhance
authentication accuracy and reliability [14]. In React applications, the array of available
authentication options encompasses the 802.1X protocol, location-based authentication,
password authentication, and biometric authentication. Each method boasts its own
merits and considerations, with the selection dependent on the specific application re-
quirements and constraints. At Virginia Tech, two-factor (2-FA) authentication is a
common practice for user authentication [19]. However, it’s important to note that 2-FA
might not be the ideal choice for the Information Retrieval System, especially considering
its broader user base beyond the Virginia Tech community.

2.4.1 OAuth

OAuth (Open Authorization) is a widely embraced open standard protocol designed to
enable users to grant third-party applications access to their resources without disclosing
their credentials. This protocol serves as a secure and standardized means for users to
authorize access to their data stored across various websites and services. OAuth finds
extensive utility in diverse applications, including social media platforms, online bank-
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ing, cloud storage services, and Information Retrieval systems. The evolution of the
OAuth protocol has produced two major versions: OAuth 1.0 and OAuth 2.0. OAuth 1.0
made its debut in 2010, while OAuth 2.0 was introduced in 2012. Both versions come
with their own set of specifications and have been widely implemented by various service
providers. OAuth 1.0 adopts a three-legged authorization flow, involving the user, the
client application, and the service provider. The flow commences with the client appli-
cation seeking authorization from the user. Subsequently, the user is redirected to the
service provider’s authorization endpoint, where authentication occurs, and permission is
granted to the client application. The service provider generates a temporary access token
and secret, which the client application utilizes to access the user’s resources, ensuring
request integrity through the use of signatures [20]. In contrast, OAuth 2.0 simplifies the
authorization process through the introduction of access tokens and a four-legged autho-
rization flow. This flow encompasses the user, the client application, the authorization
server, and the resource server. It kicks off with the client application’s request for user
authorization, leading the user to the authorization server. After user authentication and
consent, the client application acquires an authorization code, which is subsequently ex-
changed for an access token from the authorization server. This access token empowers
the client application to access the user’s stored resources on the resource server [21].
OAuth 2.0 brings several advantages over OAuth 1.0, including enhanced security, scal-
ability, and flexibility. It also offers support for various authorization grants, such as
authorization code, implicit, client credentials, and resource owner password credentials.
These grants accommodate diverse access and authentication needs, tailored to specific
application requirements [22].

2.4.2 JWT

JSON Web Tokens (JWTs) represent a widely adopted approach for securely conveying
JSON object-based information between frontend and backend [23]. Their primary use
is in web applications, particularly for authentication and authorization purposes. This
section serves to offer insights into JWTs, encompassing their composition, operational
principles, and security aspects. A JWT comprises three integral components – the
header, the payload, and the signature – as outlined by [24]. These segments are base64url
encoded and subsequently concatenated with periods to form the complete token. The
header carries details concerning the token type and the employed signing algorithm.
Meanwhile, the payload incorporates claims, which encompass statements about an entity
and supplementary metadata. The signature is established by signing the encoded header
and payload, utilizing either a secret key or a private key. The utilization of JWTs hinges
on a combined involvement of the issuer, the client, and the resource server. The issuer
holds the responsibility for JWT creation and signing. Subsequently, the client receives
the JWT and integrates it into subsequent requests directed at the resource server. The
resource server takes on the role of verifying the signature and validating the claims
within the JWT to permit access to safeguarded resources [25].
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2.4.3 Conclusion

React.js is a dominant force in frontend development, offering efficiency and organization,
while user authentication remains a crucial aspect in securing web applications, with var-
ious methods, including visual authentication, playing a significant role in ensuring user
identity and trustworthiness using OAuth and JWT. OAuth is a widely adopted protocol
with major versions, OAuth 1.0 and OAuth 2.0. OAuth 2.0, with its simplified four-
legged flow and use of access tokens, offers improved security, scalability, and flexibility,
making it the preferred choice for many service providers. Similarly, JSON Web Tokens
(JWTs) provide a versatile and secure means of exchanging information between par-
ties. Understanding their structure, operational principles, and security considerations is
pivotal for establishing robust authentication and authorization mechanisms within web
applications.
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Chapter 3

Design

Our design process consisted of three main parts: user flow diagrams for the entire system;
UML diagrams to show interactions between the frontend, the APIs, and the database;
and wireframe designs created to get feedback from other teams on our proposed screen
models. All of these were vital to communicating our ideas with other teams, and ensuring
a smooth transition to the updated system.

3.1 User Flow Diagrams

The previous system had an in depth user flow diagram showcasing all the paths a user
could take to navigate the system. The main focus of designing a new user flow was
the authentication process. The old system allowed users to search and access the ETD
without being logged in, which was apparent in their user flow diagram. We designed a
new login flow that clearly blocks any access to the features of the web application until
the user is logged in. By logging in, the user gets an authentication token that will be
passed into all their future requests. If a user does not login, they will be unable to leave
the login page.

Figure 3.1 represents the user flow from last year’s system, in which the user can
bypass sign up and still access the recommendation and search pages. [1]
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Figure 3.1: Old frontend flow diagram
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Figure 3.2 represents the new user flow, showing our modification in which the user
cannot access the home page without being fully logged in.

Figure 3.2: New frontend flow diagram
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3.2 Wireframe Designs

Wireframes were designed to showcase edits to pages that already existed in the old
interface, as well as new pages to be added to the interface. The wireframes were useful
in ensuring a unified user interface that all teams were on board with. These wireframes
went through many iterations and were our main tool for gathering feedback from other
teams on the frontend functionality. We will go through the wireframes for different pages
one by one, making note of the fact that there were previous versions of these wireframes,
and the pages may have been adjusted in the final version of the system.

Figure 3.3: Login

The login page design shown in Fig. 3.3 has remained the same between the new
and old versions. Changes to login functionality occurred on the backend.
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Figure 3.4: Signup

The Signup page, Fig. 3.4, was designed to gather all essential information about
the user as well as their preferred topic modeling topics and ProQuest categories. The
topics for topic modeling are extensive, and it was originally planned that they may need
to be shown on a second screen designed in Fig. 3.5. However, in the end the topics were
narrowed down to be displayed on one screen.
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Figure 3.5: Topics

The continue button takes the user to the more extensive topics page as shown in
Fig. 3.5. This button was also discontinued in later versions of the system. These topics
will be stored in a user topics table on the backend along with the user ID.

Finally the user needs to click the sign up button to complete the account creation
process.
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Figure 3.6: User Profile

The user profile, Fig. 3.6, was a new addition to this version. It was meant to
allow the user to see their current information and edit their interests. In this version
of the system, there are different types of users: general users, curators, experimenters,
and administrators. These designations will be given by matching the user ID with their
designated role in the user roles table. The edit button on this page was discontinued in
favor of displaying as editable data right away.
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Figure 3.7: Edit Profile

The edit profile page shown in Fig. 3.7 gives users the opportunity to update their
information if they were to, for example, switch institutions. It also allows them to edit
their categories and topics of interest which would change their recommendations. This
screen is closest to the final edit screen.
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Figure 3.8: Search Results

The search page design (Fig. 3.8) shows advanced search parameters to narrow
down results to more specific documents: fetch results from a specific university, year(s),
keyword, relevance, etc.
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Figure 3.9: Search Recommendations

The recommendations section, shown in Fig. 3.9, automatically searches the
database using ElasticSearch capabilities and AI supported functions to match results
with a user’s interests which a user selected during signup. Recommendations will ap-
pear on the search page when a user first opens it.
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Figure 3.10: Side bar

The sidebar design shown in Fig. 3.10 showcases some of the functionality users can
access through the system. They have the ability to curate and experiment with ETDs
in addition to search functionality and access to their profile.
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Figure 3.11: Curator Main Page

Figure 3.12: Curator Processing Choices
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Figure 3.13: Curator Upload

The curator screen was heavily edited and iterated based on conversations with other
teams. Shown in Figures 3.11, 3.12, and 3.13 is a curator design from midway through
the iteration process. Users who are designated as curators will have the ability to upload
and edit ETDs. This curator page was a multi-step process, allowing the user to choose
how many ETDs to process and the method of processing to use, before being taken to
a page to upload their ETDs.

These choices have since been narrowed down and streamlined into one screen.
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Figure 3.14: Experimenter
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Figure 3.15: Manage Experiment

The experimenter page also went though a heavy iteration process. Figures 3.14 and
3.15 show a screen from midway through the process. This was a two screen design.

3.3 System Architecture

The frontend system requires interactions between the user, the user interface, and the
backend database tables run by Team 5. The architecture was largely devised based on
the previous year’s work. The largest change to the architecture can be found in the login
and authentication process. Now, once a user is logged in, every one of their API calls
will contain a user authorization token. This token will be verified in the database tables
before any results are returned, to ensure only registered users can access the system.
Another addition to the architecture is the administrator user interface, which will allow
people whose user role has been designated as administrator in the backend tables to edit
the roles and privileges of other users.

Figure 3.16 depicts the plan for the architecture of the login and search process for
a typical user. When a user logs in, an Auth token is returned that will be stored locally.
The Auth token allows them to submit search queries and use the rest of the functionality
of the site.
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Figure 3.16: Login and Search Architecture

Figure 3.17 depicts the plan for the architecture of the signup process. When a user
signs up for the site, they input their first name, last name, and password. This password
is hashed and the password hash is used to verify future logins. The user also inputs a
list of categories and topics they are interested in. This topic list is sent to the User_
topics table, and the selected categories go to the User_ classes table, where they can be
used by the recommendations team. This architecture has since been updated to include
checks for whether the email address is a vt.edu or odu.edu address, and a waiting period
for newly signed up users to be approved.

Figure 3.17: Sign Up Architecture

Figure 3.18 depicts the architecture of the administrator role assignment process.
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The administrator has the ability to change roles for other users. The role options are
general user, experimenter, curator, and administrator. When a user has experimenter
or curator privileges, they are able to access those pages on the menu.

Figure 3.18: Administrator Architecture

Figure 3.19 depicts the process of a user trying to access the experimenter page.
The architecture would be the same for a user trying to access the curator page or
administrator page. When the user requests those pages, a request is sent to the tables
to check their user roles. If their user roles show that they have access, they will be taken
to the experimenter page. If not, they will be taken back to the general search page.

Figure 3.19: Experimenter Architecture
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3.4 Tools

The main tools used by this team were:

1. Gitlab: For storing and sharing code

2. React.js: For building user interfaces

3. Figma: For designing wireframes

4. Lucidchart: For building UML and user flow diagrams

5. NGINX: This is a high-performance, open-source web server and reverse proxy
server. It is known for its efficiency in handling concurrent connections and serving
static content. Nginx is widely used as a load balancer, reverse proxy, and web
server for deploying and scaling web applications. It’s designed to be lightweight,
scalable, and efficient, making it a popular choice for improving the performance
and reliability of web applications.
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Chapter 4

Implementation
4.1 Timeline

• 8/24-8/31: Determined what tools we would use. We examined the current code-
base and decided that we would use React.js to code our interface so that we would
be able to work with the current code base, which was also done in React.js. We
decided that to wireframe and plan designs we would use Figma [26] because it has
functionality for group editing. For any architecture charts and user flow designs
we use LucidChart [27].

• 9/5-9/7: We determined what changes needed to be made between the old and the
new system, such as authentication. We then examined the current user interface
for changes we thought could enhance the user experience, such as an opportunity
to view and edit the profile page and change their listed interests. The third set of
changes to be made are additions to the user interface based on new features other
teams have been working on.

• 9/12-9/14: Once we had a list of changes to start from, we began the process of
creating a new user flow chart to represent how we expect the user to be able
to navigate through the new authentication process and pages. We also designed
wireframes to showcase changes to the pre-existing pages and shared them with
other teams to receive their feedback.

• 9/19-9/21: We gained access to the existing code base and made sure we could get
it to properly run locally. We were able to complete an initial setup of the project.

• 9/26-10/5: With access to this code, and collaboration with Team 5, we were able
to outline what API interactions would take place between the user interface and
the database tables. We made and consulted on UML diagrams for these actions.

• 10/10-10/12: While waiting for work on the APIs to be done, we began work on
new pages to be added to the interface. We completed an administrator page and
started work on wireframes for the curator and experimenter pages.

• 10/17-10/26: We received lots of feedback on our curator and experimenter wire-
frames and held in-depth conversations with all of the teams to understand what
functionality needed to be supported on these pages. We continued to iterate de-
signs based on this feedback. In addition, we continued to work with Team 5 to
get login and signup API calls to work.

• 10/31-11/9: Login and signup became functional. We were able to send signup in-
formation to the database via the APIs, login users who were saved in the database,
and return user tokens that limited a user’s access to the system based on their
role.
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• 11/14-11/30: We continued to improve the signup and authentication process.
Working with Team 2 we added a categories selection to signup, based on level
2 ProQuest categories, that will save a user’s preference to help their recommen-
dations. We also worked with Team 3 to add a topics selection, allowing users to
select preferred topics for topic modeling.

• 11/30-12/5: Our last accomplishment was making the signup process more secure,
limiting the ability to sign up to only vt.edu and odu.edu email addresses, and
working with Team 5 so that all users who sign up have to be manually approved
from the backend database before they can access the system. The UI was adjusted
to alert users whether their signup was successful.

4.2 Future Work

We mentioned future work in Section 1.4; however, this section will provide more guidance
to help extend the work.

• Testing Experiment and Curation Features: While we have implemented the cu-
rator and experimenter UIs, we have not integrated them with the relevant APIs
and therefore did not test their functionality and usability. This was due to de-
lays from Team 3 and Team 4 in implementing the curation and experimentation
functions. Future extension work should consider: integrating the curator and the
experimenter UIs with the APIs, testing them, and ensuring they work as intended.

• User Testing of All Pages: Another area of focus towards improving the function-
ality, usability, and effectiveness of the ETD system is to conduct user studies.
Random users should be asked to play with the ETD system and provide feed-
back via a survey. The analysis of the feedback should be used to address areas of
concerns.

• Topic Modeling Interface: The Topic Modeling team was able to categorize the
ETDs in the system according to a collection of topics. A specific topic modeling
centered search should be added to the ETD interface to utilize their work.
4. Adding Support for Administrators Analyzing Trends: Currently the UI lacks
Statistics Report forms. These forms are essential to aid administrators in analyz-
ing and understanding logging trends, including other factors that can help assess
the ETD performance across key indicators, such as most searched articles, most
contributing institutions / countries, etc.
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Chapter 5

User Manual

5.1 Screens and Guides

This chapter shows the React.js coded pages that are currently functional on the ETD
website, and directs a user on how to utilize them.

A user can access the system by going to: https://cs5604.endeavour.cs.vt.edu/login.
This screen is shown in Figure 5.1.

5.1.1 Login and Sign Up

Figure 5.1: Login

Below the login box, the user can click the button to sign up if they do not have an
account. This will take them to the signup page shown in Figure 5.2.
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Figure 5.2: Signup

The user will only be able to sign up if they have a vt.edu or odu.edu email address
and are approved from the backend. Once signed up, the user will be directed back to
the login page to login. After logging in, the user will be taken to their recommendations
and search page, shown in Figure 5.3.
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5.1.2 Recommendations

Figure 5.3: Recommendations

5.2 Navigation

Figure 5.4: User Navigation

The main method of navigating the site is the sidebar. Shown in Figure 5.4 is the
navigation bar for a regular user.
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Figure 5.5: Curator Navigation

The sidebar will only show curator and experimenter options if the user has those
privileges. The curator navigation is depicted in Figure 5.5 and the experimenter navi-
gation is depicted in Figure 5.6.

Figure 5.6: Experimenter Navigation

Once logged in, users can access the search page, where they currently have the
ability to search by keyword and view documents or chapters. The user in Figure 5.7 has
searched for “data science”
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5.2.1 Search

Figure 5.7: Search

A user can click on one of the recommendation search results to view the document or
chapter as shown in Figure 5.8.

Figure 5.8: Document View

A user who is designated as an administrator from the backend will be able to access
and change the privileges of other users from the administrator interface shown in Figure
5.9.
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5.3 Admin and Roles

Figure 5.9: Admin Roles

If a user holds curator powers, something determined by the system administrator, they
will also be able to access the curator option via a sidebar menu. This will take them to
the curator page shown in Figure 5.10.

Figure 5.10: Curating page

If a user holds experimenter powers, something determined by the system adminis-
trator, they will also be able to access the experimenter option via a sidebar menu. This
will take them to the experimenter page shown in Fig. 5.11. The experimenter process
involved two screens, one to select the type of experiment you are trying to run and one
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to take you to a more specific detail page for your choices. These choices are classification
and summarization, or indexing and ranking, shown in Figures 5.12 and 5.13.

Figure 5.11: Categories of experiments in dropdown

Figure 5.12: Classification and Summarization Experiment

Figure 5.13: Indexing and Ranking Experiments
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Chapter 6

Developer Manual
6.1 Locally Accessing and Run the Interface

In order to access and run the code base locally:

• Download the code from its Gitlab repository which can be found at https://
code.vt.edu/cs5604-f2023/team6-ui/cs5604-ui-2023

• Open the project directory

• Run ‘npm start’

– This will require you to have Node.js, npm, and all the project dependencies
downloaded.

– Open the project in your preferred code editor (e.g., Visual Studio Code,
Atom, etc.).

– To install the project dependencies, run ‘npm install’ inside the project direc-
tory.

– Make any necessary changes in real-time and save.
– You can also commit and pull changes from Git with your collaborators. We

learned that in order to avoid Git conflicts, always perform Fetch/Pull before
committing/pushing your changes to the repository.

• Open http://localhost:3000 to view it in your browser.

6.2 Some Dependencies for the ETD Project

After forking the ETD project you might run into dependency errors. To fix these, there
are some dependencies (Table 6.1) you must install locally before running the project.
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Table 6.1: Library Dependencies

Library Installation Command
React npm install react

Material-UI Core npm install @mui/material

Material-UI Icons npm install
@mui/icons-material

React Router DOM npm install
react-router-dom

6.3 Building and Deploying to NGINX Locally

Beyond testing your work on localhost: 3000, you can test it on the NGINX server locally
to see how it would work in a live server and communicate with the backend.

Steps:

Install NGINX: You can install it globally via the terminal with this command sudo
apt-get update sudo apt-get install nginx

Then in the NGINX folder, look for the nginx.conf file and configure as shown in
Listing 6.1 below.

Listing 6.1: NGINX Configuration
1 server {
2 l i s ten 80 ;
3 server_name l o c a l h o s t ;
4 root /path/ to /my−react −app/ bu i ld ;
5 index index . html ;
6 location / {
7 try_files $ur i /index . html ;
8 }
9 }

6.4 ETD Files and Purpose

The files that can be found in the Gitlab repository are listed in Table 6.2 along with
their function in the codebase:

Table 6.2: Files and Descriptions

No. File Purpose
1. ChapterResults.js When a user searches for ETDs, clicking

Chapters on the Home page or Recommenda-
tions page will display the filtered chapters.

2. Footer.js Displays footer content on all other pages.
Continued on the next page

36



Table 6.2 – continued from previous page
No. File Purpose
3. Header.js The Header contains Menu links and Login

Icon.
4. PieChart.js This file is part of the StatisticReport, and

displays report visually.
5. Recommendations.js Works with the user-selected topics and cat-

egories during signup to automatically gen-
erate matching search results for the user.

6. SearchBar.js Creates the search bar component to be
reused on other pages

7. SearchResults.js Creates the search result component to be
reused on other pages

8. TabularRow.js Helps format items into tables across the in-
terface

9. TabularView.js Helps format items into tables across the in-
terface

10. TopicModelingTopics.js Creates the element that allows a user to se-
lect preferred topics for topic modeling, to be
reused on other pages such as signup.

11. TopicsOfInterestSelect.js Creates the element that allows a user to
select preferred categories for recommenda-
tions, to be reused on other pages such as
signup.

12. About.js Provides an introduction about the ETD sys-
tem to a new user.

13. admin.js This page displays a list of all ETD system
registered users. The curator can also assign
curating and experimenting roles here. The
admin-new.js is a future work to include re-
voke roles, including possible removal of reg-
istered users.

14. ChapterView.js This page displays the details of a Chapter
once a user has selected it from the search
results.

15. CuratorView.js The page for curation, where users can up-
load ETDs and select which curation func-
tions to run on them.

16. DocumentView.js This page allows the user to view the details
of a document once they have selected it from
the search results.

17. Experimenter.js The page for running summarization and
classification experiments.

18. Home.js The home page presented to the user after
successful sign-in. It has a search for ETDs.

19. IndexRanking.js The page for running indexing and ranking
experiments.

Continued on the next page
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Table 6.2 – continued from previous page
No. File Purpose
20. Login.js This is the entry gateway to the ETD system

where users are authenticated, provided they
are signed up into the ETD system.

21. Profile.js Registered users can access their profile here
and can edit as needed.

22. Results.js The file processes user search and provides
the results.

23. Search.js This page renders the search results.
24. SignUp.js This page enables prospective users of the

ETD system to register and use the system.
25. StatisticReport.js This page was intended to display statistics

of interest for analysis and observation of
trends, but it requires further implementa-
tion.

26. Constants.js The constants file contains API links.
27. App.js This file renders all pages to display on the

browser.
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