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Background 

Motivation 

–Clarify scattered security concepts 

–Guide decision making 

–Comprehensive tailored security 
framework 

–Breakdown of decisions based on 
security concern areas 
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(Content) CBAC 
(Role) RBAC 
(Task) TBAC 
(Team) TMAC 
Access Control List 
Capability List 

 
Pseudonyms 

Database Replication 
Secret Handshakes 

Onion Routing 
 

Biba for Data 
Integrity 

Write-down read up 
 

BLP [Bell-LaPadula] 
for Confidentiality 
Write-up read down 

 

Attacker-centric 
System-centric 
Asset-centric 



Remaining Work 

• Justification for classification system 

• Detail current methodologies 

–Pros & Cons 

–Relevant Situations 

• Present the decisions and solutions in a 
usable and concise manner 
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